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Universidad Nacional Intercultural Fabiola Salazar Leguia de Bagua

“Afio de la recuperacion y consolidacion de la economia peruana B

RESOLUCION DE COMISION ORGANIZADORA

N° 390-2025-UNIFSLB
Bagua, 12 de diciembre del 2025.

VISTO:

El Oficio N° 198-2025-UNIFSLB-P/OGC, su fecha 04 de diciembre del 2025; Informe N° 444-2025-
UNIFSLB/P/OAJ, su fecha 10 de diciembre del 2025; Informe N° 182-2025-UNIFSLB-P/OPP/UPPM, su
fecha 10 de diciembre del 2025; Informe N° 1000-2025-UNIFSLB-P/OPP, su fecha 10 de diciembre del
2025: Informe Juridico N° 320-2025-UNIFSLB/P/OAJ, su fecha 10 de diciembre del 2025; Acuerdo de
Sesion Ordinaria de Comision Organizadora Nimero Cuarenta y Cinco (045), de fecha 12 de diciembre de

2025;y,
CONSIDERANDO:

Que, de conformidad con el articulo 18° de la Constitucion Politica del Perd; fa universidad es la comunidad
de profesores, alumnos y graduados. (...). Cada universidad es auténoma en su regimen normativo, de
gobierno, académico, administrativo y economico. Las universidades se rigen por sus propios estatutos en
el marco de la Constitucion y de las leyes.

Que, la Ley Universitaria, Ley N° 30220, en su articulo 8° establece que, €l Estado reconoce la autonomia
universitaria. La autonomia inherente a las universidades se ejerce de conformidad con lo establecido en
la Constitucion, la presente ley y deméas normas aplicables. Esta autonomia se manifiesta en los siguientes
regimenes 8.1 Normativo, implica la potestad autodeterminativa para la creacion-de normas internas
(estatuto y reglamentos) destinadas a regular la institucion universitaria. 8.2 De gobierno, implica la potestad
autodeterminativa para estructurar, organizar y conducir la institucion universitaria, con atencion a su
naturaleza, caracteristicas y necesidades. Es formalmente dependiente del régimen normativo. 8.3
Académico, implica la potestad autodeterminativa para fijar el marco del proceso de ensefianzaaprendizaje
dentro de la institucion universitaria. Supone el sefialamiento de los planes de estudios, programas de
investigacion, formas de ingreso y egreso de la institucion, etc. Es formalmente dependiente del régimen
normativo y es la expresion mas acabada de la razon de ser de la actividad universitaria. 8.4) administrativo,
implica la potestad autodeterminativa para establecer los principios, técnicas y practicas de sistemas de
gestion, tendientes a facilitar la consecucion de los fines de la institucion Universitaria, incluyendo las de
organizacion y administracion del escalafon de su personal docente y administrativo. 8.4 Administrativo,
implica la potestad autodeterminativa para establecer los principios, técnicas y practicas de sistemas de
gestion, tendientes a facilitar la consecucion de los fines de la institucion universitaria, incluyendo la
organizacion y administracion del escalafon de su personal docente y administrativo. 8.5 Economico,
implica la potestad autodeterminativa para administrar y disponer del patrimonio institucional; asi como para
fijar los criterios de generacion y aplicacion de los recursos.

Que, el articulo 29 de la Ley Universitaria, referido a la Comision Organizadora establece que: “Las comision
tiene a su cargo la aprobacion del Estatuto, reglamentos y documentos de gestion académica y
administrativa de la universidad, formulados en los instrumentos de planeamiento, asi como en su
conduccién y direccion hasta que se constituyan los érganos de gobierno que, de acuerdo a la presente

ley, le correspondan’.
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Que, el Texto Unico Ordenado de la Ley del Procedimiento Administrativo General, Ley N° 27444, en el
articulo IV del Titulo Preliminar establece que son principios del procedimiento administrativo, Principio de
legalidad. - Las autoridades administrativas deben actuar con respeto a la Constitucion, la ley y al derecho,
dentro de las facultades que les estén atribuidas y de acuerdo con los fines para los cuales les fueron
conferidas. Lo que significa que la actuacion de las autoridades de las entidades de la administracion
publica, como la Universidad Nacional Intercultural “Fabiola Salazar Leguia” de Bagua, deben restringir su
accionar a lo estrictamente estipulado en las facultades y funciones conferidas en la Constitucion, la ley y
las normas administrativas.

Que, con la Resolucion Presidencial N° 267-2025-UNIFSLB, su fecha 23 de octubre del 2025, se resuelve
lo siguiente: “(...) ARTICULO PRIMERO: DESIGNAR, a la Comision Organizadora de la UNIFSLB, para
Implementacién del Sistema de Gestion para la implementacion del Sistema de Gestion para Organizaciones
Educativas 1SO 21001:2018 E 1SO 9001:2015; ARTICULO SEGUNDO: APROBAR, las funciones de la Comision
Organizadora de la UNIFSLB, para Implementacion del Sistema de Gestion para la implementacion del Sistema
de Gestion para Organizaciones Educativas 1SO 21001:2018 E ISO 9001:2015, las cuales son las siguientes:

Asumir la responsabilidad de la eficacia del SGOE.

Asegurarse de que se establezcan la politica y los objetivos del SGOE y que estos sean compatibles
con el contexto y la direccion estratégica institucional.

Asegurarse de la integracion de los requisitos del SGOE en los procesos del SGOE de la UNIFSLB.
Promover el uso del enfoque a procesos y el pensamiento basado en riesgos.

Asegurarse de que los recursos necesarios para el SGOE estén disponibilidad.

Comunicar la importancia de una gestion de la organizacion educativa eficaz y conforme con los
requisitos a del SGOE.

Asegurar de que el SGOE logre los resultados previstos. !

Comprender, dirigir y apoyar a las personas, para contribuir a la eficacia del SGOE.

Promover la mejora continua.

Apoyar otros roles pertinentes de la direccion, para demostrar su liderazgo en la forma en la que aplique
a sus areas de responsabilidad.

Apoyar la implementacion sostenible de la vision educativa y los conceptos relativos a educacion.
Establecer, desarrollar y mantener un plan estratégico para la UNIFSLB. .

Garantizar que los requisitos educativos de los estudiantes, incluidos las necesidades especiales, se
identifiquen y dirigen.

Considerar los principios de responsabilidad social. -

Asegurar que se determinen, se comprenden y se cumplen regularmente las necesidades y
expectativas de los estudiantes y otros beneficiarios, tal como se evidencia a través del seguimiento
de su satisfaccion de los estudiantes y progreso educativo.

Asegurar que se determinen y se consideran los riesgos y oportunidades que puedan afectar a la
conformidad de los productos y servicios y a la capacidad de aumentar la satisfaccion de los
estudiantes y otros beneficiarios.
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Q. Asegurar que los recursos y la informacion apoyan la accesibilidad en los entornos de aprendizaje; y que se
proporcionan ajustes razonables para los estudiantes con necesidades especiales para promover un acceso

equitativo a las instalaciones y a los entornos educativos como a otros estudiantes {...)".

Que, a través Que, mediante Resolucion de Comision Organizadora N° 359-2025-UNIFSLB/CPO, su fecha 06 de
noviembre del 2025, se resuelve lo siguiente: “(...) ARTICULO PRIMERO: APROBAR, los documentos que forman
parte del proceso de E2. Gestion de Organizaciones Educativas y Calidad- SGOE y SGC, tal y como se detallan

a continuacion:

1. Politica del Sistema de Gestion para Organizaciones Educativas ISO 21001 y Sistema de Gestion de la

Calidad SO 9001.
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Manual de Contexto de la Organizacion.
Organigrama del Equipo Implementador del Sistema de Gestién para Organizaciones Educativas ISO

21001 y Sistema de Gestion de la Calidad ISO.

Procedimiento de Control de la Informacion documentada del Sistema de Gestion SO 21001 - ISO 9001.
Procedimiento de Gestion de Riesgos y Oportunidades (AMFE).

Procedimiento de Auditorias Intemas.

Procedimiento de No Conformidades y Acciones Correctivas.

Procedimiento de Salidas No Conformes.

Procedimiento de Sugerencias, Reclamos y Apelaciones.
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Que, con el Oficio N° 198-2025-UNIFSLB-P/IGC, su fecha 04 de diciembre del 2025, el Jefe de la Oficina
de Gestion de Calidad de la UNIFSLB, remite al Presidente de la Comision Organizadora de la UNIFSLB,
indicando en el asunto: “Se remite reglamento de proteccion y transparencia de datos para su aprobacion
mediante acto resolutivo’; asimismo, precisa lo siguiente: “(...) tiene por objetivo establecer los lineamientos
institucionales que permitan garantizar el derecho a todo estudiante a la proteccion de sus datos personales
en posesion de la UNIFSLB (...)".

Que, a través del Informe N° 444-2025-UNIFSLB/P/OAJ, su fecha 10 de diciembre del 2025, el Jefe de la
Oficina de Asesoria Juridica de la UNIFSLB, remite al Presidente de la Comision Organizadora de la
UNIFSLB, indicando en el asunto: “Se remite expediente para procedimiento conforme directiva’; asimismo,
precisa lo siguiente: “(...) se recomienda cursar el presente expediente a la Oficina de Planeamiento y
Presupuesto y seguir con los procedimientos que sefiala la normativa interna (..:)".

Que, por medio del:Informe N° 182-2025-UNIFSLB-P/OPP/UPPM, su fecha 10 de diciembre del 2025, la
Jefe (e) de la Unidad de Planeamiento, Presupuesto y Modernizacion de la UNIFSLB remite a la Jefe de
la Oficina de Planeamiento y Presupuesto de la UNIFSLB, indicando en el asunto: “Informe respecto al
reglamento de proteccion y transparencia de datos”; asimismo, precisa lo siguiente: “(...) la aplicacion de
esta resolucién asegura la coherencia y el cumplimiento de los esténdares de los Sistemas de Gestion

implementados {(...)".

Que, mediante el Informe N° 1000-2025-UNIFSLB-P/OPP, su fecha 10 de diciembre del 2025, la Jefa de la
Oficina de Planeamiento y Presupuesto de la UNIFSLB, remite al Pre5|dente de la Comision Organizadora
de la UNIFSLB, indicando en el asunto: “Reglamento de Proteccion y Transparencia de Datos”; asimismo,
precisa lo siguiente: “(...) se recomienda dar continuidad al tramite de aprobacion (...)".

Que, con el Informe Juridico N° 320-2025-UNIFSLB/P/OAJ, su fecha 10 de diciembre del 2025, el Jefe de
la Oficina de Asesoria Juridica de la UNIFSLB, remite al Presidente de la Comision Organizadora de la
UNIFSLB, indicando en el asunto: “RESPECTO DE APROBACION DEL REGLAMENTO DE PROTECCION
Y TRANSPARENCIA DE DATOS"; asimismo, concluye lo siguiente: *(...) esta Oficina de Asesoria Juridica
OPINA que resulta PROCEDENTE, LA APROBACION DEL REGLAMENTO DE PROTECCION Y

TRANSPARENCIA DE DATOS”

Que, el REGLAMENTO DE PROTECCION Y TRANSPARENCIA DE DATOS, plantea como OBJETIVO: El
reglamento de proteccion y transparencia de datos tiene por objetivo establecer los lineamientos
institucionales que permitan garantizar el derecho de todo estudiante a la proteccion de sus datos
personales en posesion de UNIFSLB, en conformidad a lo establecido en la base legal establecida en el
articulo 2 del presente reglamento.

El numeral | de la Directiva de Lineamientos para la Formulacion y Aprobacion de Reglamentos, Directivas
y Planes de la UNIFSLB, aprobado mediante Resolucion de Comision Organizadora N°306-2023-
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UNIFSLB/CO, establece "Establecer lineamientos para la formulacion, aprobacion y actualizacion de los
reglamentos y directivas de indole académico o administrativo, asi como de los planes de trabajo; con el
fin de regular y uniformizar el procedimiento para la emision de la normativa interna de la Universidad
Nacional Intercultural Fabiola Salazar Leguia de Bagua, en adelante UNIFSLB". Asimismo, numeral 5.1.1.
indica "Reglamento: es un documento técnico-normativo de caracter general de uso interno, que regula las
actividades administrativas y académicas, en €l se describe con detalle y en forma ordenada y sistematica
la informacién y/o instrucciones sobre la organizacion, funciones, procedimientos académicos o
administrativos, las relaciones laborales, las competencias y los derechos u obligaciones que se consideren
necesarios reglamentar para la adecuada marcha académica y(o administrativa de la universidad, un
reglamento tiene el valor subordinado a la Ley Universitaria, al Estatuto y al Reglamento General de la
Universidad Nacional Intercultural Fabiola Salazar Leguia de Bagua.

Que, en Sesion Ordinaria de Comision Organizadora Numero Cuarenta y Cinco (045), de fecha 12 de
diciembre de 2025, luego de oralizar los documentos anexos al presente expediente administrativo y
posterior debate, se acuerda por unanimidad: APROBAR REGLAMENTO DE PROTECCION Y
TRANSPARENCIA DE DATOS DE LA UNIVERSIDAD NACIONAL INTERCULTURAL FABIOLA SALAZAR
LEGUIA DE BAGUA, el mismo que se adjunta y formara parte de la presente resolucion. ENCARGAR a la
Vicepresidencia Académica y Oficina de Gestion de la Calidad de la Universidad Nacional Intercultural
Fabiola Salazar Leguia de Bagua, realizar las acciones necesarias para el cumplimiento de la presente

resolucion.

Que, de conformidad con el Articulo 59° de la Ley Universitaria N° 30220; el item 6.1.4 de la Resolucion
Viceministerial N° 244-2021-MINEDU y el Articulo 33° del Estatuto de la Universidad Nacional Intercultural
“Fabiola Salazar Leguia” de Bagua.

SE RESUELVE:

ARTICULO PRIMERO: APROBAR REGLAMENTO DE PROTECCION Y TRANSPARENCIA DE DATOS
DE LA UNIVERSIDAD NACIONAL INTERCULTURAL FABIOLA SALAZAR LEGUIA DE BAGUA, el

mismo que se adjunta y forma parte de la presente resolucion.

ARTICULO SEGUNDO: ENCARGAR a la Vicepresidencia Académica y Oficina de Gestion de la Calidad
de la Universidad Nacional Intercultural Fabiola Salazar Leguia de Bagua, realizar las acciones necesarias

para el cumplimiento de la presente resolucion:

ARTICULO TERCERO: DISPONER, la publicacion de la presente resolucion, en la pagina web del portal
institucional de la Universidad Nacional Intercultural Fabiola Salazar Leguia de Bagua

ARTICULO CUARTO: DEJAR SIN EFECTO, todo acto administrativo que se opongan a la presente
Resolucién

REGISTRESE, COMUNIQUESE Y ARCHIVESE.

: el mveasmno NACHS ULTURZ
uy}nggﬂg’\w : 2‘.‘;‘}8{}:‘ U RBIOL A SHTAZAR LGUIA" DE Each

----------------------------------

Vicepresidencia Académica
0GC

oml

Archivo.

ce DR, JOSE OCTAVIO RUIZ TEJADA
Presidencia PRESW_E_![E_BEU SHINORGANIZADORA
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OTROS DOCUMENTOS: DATOS

REGLAMENTO DE PROTECCION Y TRANSPARENCIA DE

REGLAMENTO DE PROTECCION Y TRANSPARENCIA DE DATOS

TITULO I. DE LA NATURALEZA

Articulo 1. Objetivo

El Reglamento de Proteccion y Transparencia de Datos tiene por objetivo establecer los

lineamientos institucionales que permitan garantizar el derecho de todo estudiante a la

proteccion de sus datos personales en posesion de la UNIFSLB, en conformidad a lo

establecido en la base legal establecida en el articulo 2 del presente reglamento.

Articulo 2. Base legal

Constitucién Politica del Peru.

Ley N° 29733, ley de proteccion de datos personales (en adelante “la Ley")
Reglamento de la Ley N° 29733, ley de proteccion de datos personales y sus
modificatorias.

Norma Internacional ISO 21001:2018 — Sistema de Gestion para Organizaciones
Educativas - Requisitos con orientacién para su uso.

Norma Internacional ISO 9001:2015 — Sistema de Gestién de la Calidad

Decreto Legislativo N° 1353 — Decreto Legislativo que modifica la Ley N° 29733, Ley

de Proteccion de Datos Personales

Articulo 3. Definiciones y Siglas

Banco de datos personales: Es el conjunto organizado de datos de personas
naturales automatizado o no, independiente del soporte, sea en fisico, magnético,
digital, éptico, u otros que se creen, cualquiera fuere la forma o modalidad de su
creacion, formacién, almacenamiento, organizacion y acceso.

Bloqueo: Es la medida que consiste en la identificaciéon y reserva de los datos

personales adoptando medidas técnicas y organizativas para impedir su
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tratamiento, incluyendo su visualizacion, durante el periodo en que se esté
procesando alguna solicitud de actualizacion, inclusién, rectificacion o supresion, en
concordancia con lo que dispone el tercer parrafo del articulo 20 de la Ley. Se
dispone también como paso previo a la cancelaciéon por el tiempo necesario para
determinar posibles responsabilidades en relaciéon a los tratamientos durante el
plazo de prescripcion legal o prevista contractualmente.

Datos personales: Es aquella informacion numérica, alfabética, grafica, fotografica,
acustica, sobre habitos personales, de localizacion, identificadores en linea o de
cualquier otro tipo concerniente a aspectos fisicos, econémicos, culturales o
sociales de las personas naturales que las identifica o las hace identificables. Se
considera identificable cuando se puede verificar la identidad de la persona de
manera directa o indirectamente a partir de la combinacion de datos a través de
medios que puedan ser razonablemente utilizados. Ejemplo: nombre apellidos,
documento nacional de identidad, correo electronico, huella dactilar, etc.

Datos personales relacionados con la salud: Es aquella informacion
concerniente a la salud pasada, presente o pronosticada, fisica o mental, de una
persona, incluyendo la informacion que se derive de un acto médico, el grado de
discapacidad y su informacién genética.

Datos sensibles: Es aquella informacion relativa a datos genéticos o biométricos
de la persona natural, datos neuronales, datos morales o emocionales, hechos o
circunstancias de su vida afectiva o familiar, los habitos personales que
corresponden a la esfera mas intima, la informacion relativa a la afiliacion sindical,
salud fisica o mental u otras analogas que afecten su intimidad.

Dia: Dia habil.

Encargado del banco de datos personales. Toda persona natural, persona
juridica de derecho privado o entidad publica que sola o actuando conjuntamente
con otra realiza el tratamiento de los datos personales por encargo del titular del
banco de datos personales.

Elaboracion de perfiles: Es la forma de tratamiento automatizado de datos
personales que permite evaluar aspectos de una persona natural, de manera

especifica y continua, para analizar o predecir aspectos relativos a su rendimiento
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profesional, situacién econdmica, salud, preferencias personales, intereses,
fiabilidad, comportamientos o habitos, ubicacién o movimientos.

- Incidente de seguridad de datos personales: Es toda vulneracion de la seguridad
que ocasione la destruccion, pérdida, alteracion ilicita de los datos personales o la
comunicacién o exposicién no autorizada a dichos datos.

- Procedimiento de anonimizacién: Tratamiento de datos personales que impide la
identificacion o que no hace identificable al titular de estos. El procedimiento es
irreversible.

- Procedimiento de disociacién: Tratamiento de datos personales que impide la
identificacion o que no hace identificable al titular de estos. El procedimiento es
reversible.

- Titular de datos personales. Persona natural a quien corresponde los datos
personales. Para fines de este reglamento el titular es el estudiante de la UNIFSLB.

- Titular de los bancos de datos personales: Para fines de este reglamento, la
UNIFSLB es titular de los bancos de datos personales de los estudiantes, quien
determina la finalidad y contenido del banco de datos personales, su tratamiento y
las medidas de seguridad pertinentes. La cual se encuentra en Jirén Ancash N° 520
Bagua, Amazonas, Peru.

- UNIFSLB: Universidad Nacional Intercultural Fabiola Salazar Leguia de Bagua.

Articulo 4. Principios de proteccion de datos

Los principios rectores, de acuerdo a la Ley, son los siguientes:

a) Principio de legalidad. El tratamiento de los datos personales de los estudiantes,
se hace conforme a lo establecido en la ley. Se prohibe la recopilacién de datos
personales por medios fraudulentos, desleales o ilicitos.

b) Principio de consentimiento. Para el tratamiento de los datos debe mediar el
consentimiento del titular, es decir, el estudiante.

c) Principio de finalidad. Los datos personales de los estudiantes deben ser
recopilados para una finalidad determinada, explicita y licita. El tratamiento de los
datos personales no debe extenderse a otra finalidad que no haya sido establecida
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de manera inequivoca como tal al momento de su recopilacion, excluyendo los
casos de valor histérico, estadistico o cientifico cuando se utilice un procedimiento
de disociaciéon o anonimizacion.

d) Principio de proporcionalidad. Todo tratamiento de datos personales de los
estudiantes debe ser adecuado, relevante y no excesivo a la finalidad para la que
estos hubiesen sido recopilados.

e) Principio de calidad. Los datos personales del estudiante que vayan a ser tratados

deben ser veraces, exactos, en la medida de lo posible, actualizados, necesarios y
pertinentes y adecuados respecto de la finalidad para la que fueron recopilados.
Deben conservarse de forma tal que se garantice su seguridad y solo por el tiempo
necesario para cumplir con la finalidad del tratamiento.

f) Principio de seguridad. El titular del banco de datos personales y el encargado de
su tratamiento deben adoptar las medidas técnicas, organizativas y legales
necesarias para garantizar la seguridad de los datos personales de los estudiantes.
Las medidas de seguridad deben ser apropiadas y acordes con el tratamiento que
se vaya a efectuar y con la categoria de datos personales de que se trate.

g) Principio de disposicion de recurso. Todo titular de datos personales de los
estudiantes debe contar con las vias administrativas o jurisdiccionales necesarias
para reclamar y hacer valer sus derechos, cuando estos sean vulnerados por el
tratamiento de sus datos personales.

h) Principio de nivel de proteccion adecuado. Para el flujo transfronterizo de datos
personales, se debe garantizar un nivel suficiente de protecciéon para los datos
personales que se vayan a tratar o, por lo menos, equiparable a lo provisto de la Ley
o por los estandares internacionales en la materia.

i) Principio de transparencia: El tratamiento de datos personales debe ser informado
de manera permanente, clara, facil de entender y accesible al titular de los datos
personales. Este principio exige que el titular del dato personal tome conocimiento
de las condiciones del tratamiento de sus datos personales, asi como de los
derechos que puede hacer valer respecto a aquellos y de las demas condiciones

establecidas en el articulo 18 de la Ley.
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j) Principio de responsabilidad proactiva: En el tratamiento de datos personales se
deben aplicar las medidas legales, técnicas y organizativas a fin de garantizar el
cumplimiento efectivo de la normativa de datos personales, y el titular del banco de
datos personales o quien resulte responsable, debe ser capaz de demostrar tal

cumplimiento.
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TITULO II. DEL CONSENTIMIENTO PARA EL TRATAMIENTO DE DATOS
PERSONALES

Articulo 5. Consentimiento

Los datos personales solo pueden ser objeto de tratamiento con consentimiento del
estudiante. Este consentimiento debe ser libre, previo, informado, expreso e inequivoco.

De acuerdo a las leyes peruanas, el estudiante con edad mayor igual a dieciocho (18)
anos puede prestar su consentimiento. Los estudiantes de catorce (14) afios o0 mas, pero
menores de dieciocho (18) afios, de acuerdo a su capacidad, pueden otorgar el
consentimiento para el tratamiento de sus datos personales siempre que la informacién
proporcionada haya sido expresada en un lenguaje comprensible para ellos, caso
contrario debe obtenerse el consentimiento de aquel o aquellos que ejercen la patria
potestad o tutela.

En caso el estudiante tenga menos de catorce (14) afios, el consentimiento debe ser
firmado por el padre de familia o apoderado.

No se puede recopilar datos personales de adolescentes que permitan obtener
informacién sobre los demas miembros de su grupo familiar, como son los datos relativos
a la actividad profesional de sus progenitores, informacién econémica, datos sociolégicos
o cualquier otro, sin el consentimiento de los titulares de tales datos. Solo puede
recopilarse los datos de identidad y direccion de los padres o de los tutores con la finalidad
de obtener el consentimiento, en los casos en que asi corresponda.

Al estudiante se le debe comunicar de forma clara, expresa y con lenguaje sencillo:

a) La identidad y domicilio o direccion del titular del banco de datos personales o del
responsable del tratamiento al que puede dirigirse para revocar el consentimiento o
ejercer sus derechos.

b) La finalidad o finalidades del tratamiento a las que sus datos seran sometidos.

c) Laidentidad de los que son o pueden ser sus destinatarios, de ser el caso.

d) La existencia del banco de datos personales en que se almacenaran, cuando
corresponda.

e) El caracter obligatorio o facultativo de sus respuestas al cuestionario que se le

proponga, cuando sea el caso.
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f) Las consecuencias de proporcionar sus datos personales y de su negativa a hacerlo.

g) En su caso, la transferencia nacional e internacional de datos que se efectuen.

h) La existencia de decisiones automatizadas, incluida la elaboracion de perfiles, y se
transmita informacién relativa a las consecuencias para el titular del dato personal.

i) El plazo de conservacion de los datos personales.

j) Los mecanismos para el ejercicio de los derechos del Titulo Ill de la Ley.

k) La fuente de recopilacion de sus datos personales en caso no haya sido obtenida

directamente del estudiante

Este consentimiento se puede revocar en cualquier momento, sin justificacion previa y sin
que le atribuyan efectos retroactivos. Para la revocacion del consentimiento se cumpliran
los mismos requisitos observados con ocasiéon de su otorgamiento, pudiendo ser estos
mas simples, si asi se hubiera sefialado en tal oportunidad.

El consentimiento se obtiene una sola vez (de preferencia en el primer ciclo del programa
de estudio), siempre y cuando el tratamiento de los datos responda a la misma finalidad.
El estudiante puede brindar su consentimiento llenando un formulario o a través de un
click o pinchado de aceptacién de un texto preestablecido en un entorno digital o cualquier

otro mecanismo similar que garantice su voluntad inequivoca.

Articulo 6. Consentimiento de datos sensibles
El consentimiento debe ser otorgado por escrito, a través de firma manuscrita o digital,
aceptacion mediante correo institucional o cualquier otro mecanismo de autenticaciéon que
garantice la voluntad inequivoca del estudiante.
En el entorno digital, también se considera expresa el consentimiento en “hacer clic”’,

» oo« ” o,

“cliquear” o “pinchar”, “dar un toque”, “touch” o “pad” u otros similares.

Articulo 7. Limitaciones al consentimiento
No se requiere el consentimiento del estudiante, para el tratamiento de datos en los
siguientes casos:

a) Cuando los datos personales se recopilen o transfiera para el ejercicio de las

funciones de las entidades publicas en el ambito de sus competencias.
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e)

9)

Cuando se trate de datos personales contenido o destinados a ser contenidos en
fuentes accesibles para el publico.

Cuando se trate de datos personales relativos a la solvencia patrimonial y de crédito,
conforme a ley.

Cuando los datos personales sean necesarios para la ejecucion de una relacion
contractual en la que el estudiante sea parte o cuando se trate de datos personales
que deriven de una relacién cientifica o profesional del estudiante y sean necesarios
para su desarrollo o cumplimiento.

Cuando se trate de datos personales relacionados a la salud y sea necesario, en
circunstancias de riesgo, para la prevencion, diagnéstico y tratamiento médico o
quirdrgico del estudiante, siempre que dicho tratamiento sea realizado en un
establecimiento de salud o por profesionales en ciencias de la salud, observando el
secreto profesional.

Cuando se haya aplicado un procedimiento de anonimizacion o disociacion.
Cuando el tratamiento de datos sea necesario para salvaguardar intereses legitimos
del estudiante, por parte del titular del banco de datos personales o por el encargado

de datos personales.
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TiTULO IIl. DE LA SEGURIDAD DEL TRATAMIENTO Y CONFIDENCIALIDAD DE LOS

DATOS PERSONALES

Articulo 8. Seguridad del tratamiento de los datos personales

Para fines del tratamiento de datos personales, la UNIFSLB adopta las medidas técnicas,

organizativas y legales que son necesarias para garantizar su seguridad y eviten su

alteracion, pérdida, tratamiento o acceso no autorizado.

Articulo 9. Confidencialidad de datos personales

El personal de la UNIFSLB y quienes intervengan en cualquier parte de su tratamiento

(terceros) deben guardar confidencialidad respecto de su contenido. Esta obligacion
permanece aun después de finalizada las relaciones con la UNIFSLB.
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TiTULO IV. DE LOS DERECHOS DEL TITULAR DE LOS DATOS PERSONALES

Articulo 10. Derechos del titular

El estudiante de la UNIFSLB, tienen los siguientes derechos:

a)
b)
c)
d)
e)
f)

9)
h)

Derecho de informacion

Derecho de acceso

Derecho de actualizacion

Derecho de rectificacion

Derecho de inclusién

Derecho de supresioén o cancelacion
Derecho de oposicién

Derecho de tratamiento objetivo

Articulo 11. Derecho a la informacién

El estudiante tiene que ser informado en forma detallada, sencilla, expresa, inequivoca y

de manera previa a su recopilacion, sobre lo siguiente:

a)

b)

d)

9
h)

)

La identidad y domicilio o direccién del titular del banco de datos personales o del
responsable del tratamiento al que puede dirigirse para revocar el consentimiento o
ejercer sus derechos

La finalidad para la que sus datos personales seran tratados.

Quienes son o pueden ser sus destinatarios.

La existencia del banco de datos en que se almacenaran, la identidad y domicilio de
su titular y, de ser el caso, del encargado del tratamiento de sus datos.

El caracter obligatorio o facultativo de sus respuestas al cuestionario que se le
proponga, con especial referencia a los datos sensibles.

Las consecuencias de proporcionar sus datos y de su negativa a hacerlo.

La transferencia de sus datos personales.

El tiempo durante el cual se conservan sus datos.

Los mecanismos para el ejercicio de los derechos

La posibilidad de ejercer los derechos que la ley le concede y los medios previstos

para ello.
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Si los datos personales son recogidos en linea a través de medios electronicos, las
obligaciones de este articulo pueden hacerse efectivas mediante la publicacién de
politicas de privacidad, las que deben ser facilmente accesibles e identificables.

El plazo maximo de respuesta de la UNIFSLB ante el requerimiento de informacion es de

ocho (08) dias contados desde el dia siguiente de Ia presentacién de la solicitud.

Articulo 12. Derecho al acceso

El estudiante tiene derecho a obtener la informacién que sobre si mismo sea objeto de
tratamiento en bancos de datos de la UNIFSLB, la forma en que sus datos fueron
recopilados, las razones que motivaron su recopilacion, y a solicitud de quién se realizo
la recopilacion, asi como las preferencias realizadas o que se prevén hacer de ellos.

El plazo maximo de respuesta de la UNIFSLB ante el requerimiento de informacién es de
veinte (20) dias contados desde el dia siguiente de la presentacién de la solicitud.

Si la solicitud fuera estimada y la UNIFSLB no acompaniase a su respuesta la informacion
solicitada, el acceso sera efectivo dentro de los diez (10) dias siguientes a dicha

respuesta.

Articulo 13. Derecho de actualizacion

En via de rectificacion, el estudiante tiene derecho de actualizar aquellos datos que han
sido modificados a la fecha del ejercicio del derecho, acompanando a la solicitud la
documentacién que sustente la procedencia de la actualizacién solicitada.

Si los datos personales hubieran sido transferidos previamente, el encargado del banco
de datos personales debe comunicar la actualizacion a quienes se hayan transferido, en
el caso que se mantenga el tratamiento por este ultimo, quien debe también proceder a
la actualizacion.

El plazo maximo de respuesta de la UNIFSLB ante el requerimiento de actualizacién es

de diez (10) dias contados desde el dia siguiente de la presentacion de la solicitud.
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Articulo 14. Derecho de rectificacion

El estudiante tiene derecho a modificar aquellos datos que resulten ser inexactos,
erréneos o falsos, acompafiando a la solicitud la documentacion que sustente la
procedencia de la rectificacion solicitada.

Si los datos personales hubieran sido transferidos previamente, el encargado del banco
de datos personales debe comunicar la rectificacion a quienes se hayan transferido, en el
caso que se mantenga el tratamiento por este Ultimo, quien debe también proceder a la
rectificacion.

‘ El plazo maximo de respuesta de la UNIFSLB ante el requerimiento de rectificacion es de

diez (10) dias contados desde el dia siguiente de la presentacion de la solicitud.

Articulo 15. Derecho de inclusion
En via de rectificacion, el estudiante tiene derecho a que sus datos sean incorporados a
un banco de datos personales, asi como que al tratamiento de sus datos personales se
incorpore aquella informacién faltante que la hace incompleta, omitida o eliminada en
| atencion a su relevancia para dicho tratamiento.
La solicitud de inclusion debe indicar los datos personales a que se refiere, asi como la
incorporacién que haya de realizarse en ellos, acompaiiando la documentaciéon que
sustente la procedencia e interés fundado para el mismo.
Si los datos personales hubieran sido transferidos previamente, el encargado del banco
. de datos personales debe comunicar la inclusién a quienes se hayan transferido, en el
caso que se mantenga el tratamiento por este Gltimo, quien debe también proceder a la
inclusién.
El plazo méximo de respuesta de la UNIFSLB ante el requerimiento de inclusion es de

diez (10) dias contados desde el dia siguiente de la presentacién de la solicitud.

Articulo 16. Derecho de supresién o cancelacién
El estudiante tiene derecho a la supresion o cancelacién de sus datos personales, cuando
eéstos hayan dejado de ser necesarios o pertinentes a la finalidad para la cual hayan sido
recopilados, cuando haya vencido el plazo establecido para su tratamiento, cuando ha
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revocado su consentimiento para el tratamiento y en los demas casos en los que no estan
siendo tratados conforme a la Ley y su Reglamento.

La solicitud de supresién o cancelacion puede referirse a todos los datos personales del
titular contenidos en un banco de datos personales o solo a alguna parte de ellos.

Si los datos personales hubieran sido transferidos previamente, el encargado del banco
de datos personales debe comunicar la supresién a quienes se hayan transferido.

El plazo maximo de respuesta de la UNIFSLB ante el requerimiento de supresion es de

diez (10) dias contados desde el dia siguiente de la presentacién de la solicitud.

Articulo 17. Derecho de oposicion

Siempre que, por ley, no se disponga lo contrario y cuando no hubiera prestado
consentimiento, el estudiante puede oponerse a su tratamiento cuando existan motivos
fundados y legitimos relativos a una concreta situacion personal. En caso de oposicion
justificada, la UNIFSLB debe proceder a su supresion, conforme a ley.

El plazo maximo de respuesta de la UNIFSLB ante la declaratoria de oposicion es de diez

(10) dias contados desde el dia siguiente de la presentacion de la solicitud.

Articulo 18. Derecho de tratamiento objetivo

El estudiante tiene derecho a no verse sometido a una decision, automatizada o no,
conque le produzca efectos juridicos, discriminacion o le afecte de manera significativa
incluyendo aquellas que se basen tnicamente en tratamientos automatizados destinados
a evaluar, analizar o predecir, sin intervencién humana, determinados aspectos
personales del mismo, en particular, su rendimiento profesional, situacion econémica,
estado de salud, orientacion o identidad sexual, fiabilidad o comportamiento, entre otros,

debiéndose considerar las excepciones contempladas en el articulo 23 de la Ley.
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TITULO V. DE LAS OBLIGACIONES DEL TITULAR Y DEL ENCARGADO DE LOS

BANCOS DE DATOS

Articulo 19. Obligaciones para la proteccion de datos personales

La UNIFSLB como titular de los bancos de datos personales, como los encargados de

estos, tienen las siguientes obligaciones:

1.

Efectuar el tratamiento de datos personales, solo previo consentimiento informado
virtual, expreso e inequivoco del estudiante, salvo que la ley autorice con excepcion
de los supuestos consignados en el articulo 7 del presente reglamento.

No recopilar datos personales por medios fraudulentos, desleales o ilicitos.
Recopilar datos personales que sean actualizados, necesarios, pertinentes y
adecuados, con relacion a finalidades determinadas, explicitas y licitas para las que
se haya obtenido.

No utilizar datos personales objeto de tratamiento para finalidades distintas de
aquellas que motivaron su recopilacién, salvo que medie procedimiento de
anonimizacion o disociacion.

Almacenar los datos personales de manera que se posibilite el ejercicio de los
derechos del estudiante.

Suprimir, sustituir o completar los datos personales objeto de tratamiento cuando
tenga conocimiento de su caracter inexacto o incompleto, sin perjuicio de los
derechos del estudiante al respecto.

Suprimir los datos personales objeto del tratamiento cuando hayan dejado de ser
necesarios o pertinentes a la finalidad para la cual hubiesen sido recopilados o
hubiera vencido el plazo para su tratamiento, salvo que medie procedimiento de
anonimizacion o disociacion.

Proporcionar a la Autoridad Nacional de Proteccion de Datos Personales la
informacién relativa al tratamiento de datos personales que esta le requiera y
permitirle el acceso a los bancos de datos personales que administra, para el
ejercicio de sus funciones, en el marco de un procedimiento administrativo en curso

solicitado por la parte afectada
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9. Difundir el presente reglamento al personal de la UNIFSLB y comprometerlos a
cumplirlo, mediante un formulario o a través de un click o pinchado de aceptacion

de un texto preestablecido en un entorno digital o cualquier otro mecanismo similar.

Articulo 20. Incidente de seguridad de datos personales

En caso de un incidente de seguridad de datos personales que genere exposicion de
grandes volumenes de los mismos, en cantidad o tipo de datos, o que pueda afectar a un
gran numero de personas o cuando se trate de datos sensibles o cuando se produzca un
perjuicio evidente a otros derechos o libertades del titular del dato personal, el titular del
banco de datos o el responsable del tratamiento debe notificar a la Autoridad Nacional de
Proteccion de Datos Personales como maximo dentro de las 48 horas posteriores a haber
tomado conocimiento o constancia de ello. Si dicha notificacion se efectua en un tiempo
superior a 48 horas, debe ir acompafiada de la indicacién de los motivos y/o sustento
probatorio de tal dilacion. Esta obligacién permanece aun cuando el responsable de
tratamiento de datos personales considere que tal incidente haya sido subsanado o
resuelto internamente.

La notificacién del incidente de seguridad de datos personales debe sefalar y describir
como minimo lo siguiente:

e La naturaleza del incidente de seguridad de los datos personales, inclusive, cuando
sea posible, los tipos de datos y el nimero aproximado de titulares de datos
afectados.

e El nombre y los datos de contacto del Oficial de datos personales o de otro punto
de contacto en el que pueda obtenerse mas informacion.

e Las posibles consecuencias del incidente de seguridad de los datos personales.

® Las medidas adoptadas o propuestas por el titular del banco de datos o responsable
del tratamiento para poner remedio a la violacién de la seguridad de los datos
personales, incluyendo, si procede, las medidas adoptadas para mitigar los posibles

efectos negativos.

El titular del banco de datos o responsable del tratamiento que advierta un incidente de
seguridad de datos personales que afecte al titular de los mismos en otros de sus

derechos, debe comunicarlo dentro de las 48 horas a dicho titular sin dilacién indebida,
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en un lenguaje sencillo y claro para su comprensién, asi como de las medidas adoptadas

para mitigar sus efectos. Si dicha comunicacién se efecttia en un tiempo superior a las 48

horas debe ir acompafiada de la indicacién de los motivos de tal dilacion.

Cuando el incidente de seguridad de datos personales no produjo la afectacion antes

descrita y fue superado totalmente por las medidas adoptadas no subsiste la obligacion

de comunicar dicho incidente al titular de los datos personales.

En caso de que el incidente de seguridad de datos personales se desarrolle en y/o

mediante el entorno digital la notificacion se realiza, ademas de la Autoridad Nacional de

Proteccion de Datos Personales, al Centro Nacional de Seguridad Digital para su

incorporacion al Registro Nacional de Incidentes de Seguridad Digital.

El responsable del tratamiento de datos personales debe documentar cualquier incidente

de seguridad, incluyendo los hechos relacionados a ello, sus efectos y las medidas

adoptadas

Articulo 21. Designacion del Oficial de Datos Personales
El titular del banco de datos personales o responsable y el encargado de tratamiento
deben designar a un Oficial de Datos Personales cuando:
¢ Realicen tratamiento de grandes volumenes de datos personales, en cantidad o tipo

de datos; o que puedan afectar a un gran nimero de personas; o cuando se trate
de datos sensibles; o, cuando se produzca un perjuicio evidente a otros derechos o
libertades del titular del dato personal.

* Realicen actividades principales o de giro de negocio que comprendan el
tratamiento de datos sensible

El titular del banco de datos o el responsable o encargado del tratamiento debe publicar
los datos de contacto del Oficial de datos personales en un lugar visible que permita a los
titulares de datos personales tomar conocimiento de ello.

Articulo 22. Evaluacién de impacto relativo a la proteccién de datos personales
De manera facultativa y previa al tratamiento de datos personales, el titular del banco de
datos o responsable del tratamiento puede realizar la evaluacion de impacto relativa a la

proteccion de datos personales, especialmente cuando se trate de datos sensibles, datos
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con fines de crear perfiles personales, datos de personas en especial situacion de
vulnerabilidad como adolescentes, personas pertenecientes a pueblos indigenas en
situacion de aislamiento y/o contacto inicial o personas con discapacidad; o cuando se
realice tratamiento de grandes volimenes de datos u otros supuestos determinados por
la Autoridad Nacional de Proteccion de Datos Personales.

La evaluacion de impacto relativo a la proteccion de datos personales se puede elaborar
tomando como referencia la guia, lineamientos y procedimientos establecidos en la NTP-
ISO/IEC 27005 y la NTP-ISO 31000 en su edicion vigente u otros estandares relacionados

con el analisis y la evaluacion de riesgos para la proteccion de datos personales.
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TiTULO VI. DEL TRATAMIENTO DE DATOS PERSONALES

Articulo 23. Tratamiento de datos personales
Cualquier actividad, sea realizada por procedimientos automaticos o exista intervencion
humana, de forma parcial o completa; que permita la recopilacion, registro, organizacién,
almacenamiento, conservacion, elaboracién, modificacién, extraccion, consulta,
utilizacién, bloqueo, supresién, comunicacion por transferencia o por difusion o cualquier
otra forma de procesamiento que permita el acceso, correlacion o interconexién de los
. datos personales.

Articulo 24. Responsable del tratamiento
Es aquel que decide sobre el tratamiento de datos personales, aun cuando no se

encuentre en un banco de datos personales.

Es quien realiza el tratamiento de datos personales, pudiendo ser el propio titular o
encargado del banco de datos personales, o quien realice el tratamiento de datos
personales por orden del responsable del tratamiento cuando este se realice sin la

existencia de un banco de datos personales.

Articulo 25. Encargado del tratamiento

|

‘ . Articulo 26. Flujo trasfronterizo de datos personales
La UNIFSLB realiza la transferencia de los datos personales a un destinatario situado en
un pais distinto al pais de origen de los datos personales, solo si el pais destinatario
mantiene niveles de proteccién adecuados conforme a lo establecido por la Ley.
Para toda transferencia de datos personales, los estudiantes deben dar su consentimiento
previo, informado, expreso e inequivoco.
La transferencia se formaliza mediante mecanismos que permitan demostrar que la
UNIFSLB o el responsable del tratamiento comunicé al responsable receptor las

condiciones en las que el estudiante consintié el tratamiento de los mismos.
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Articulo 27. Tratamiento de imagenes de los estudiantes
La UNIFSLB esta legitimada para el tratamiento de imagenes sin el consentimiento del
estudiante si estos son con fines educativos. Cuando se trate de imagenes de
acontecimientos o eventos con fines de difusién se debe contar con el consentimiento de
los estudiantes, a quienes se habra tenido que informar con anterioridad la finalidad de la
grabacion.

Articulo 28. Tratamiento de datos para publicidad y prospeccion comercial

El tratamiento de datos personales para fines de publicidad y prospeccion comercial de
productos y servicios es licito cuando se obtiene el consentimiento de forma directa por
parte del estudiante.

Es posible obtener el consentimiento para el tratamiento de datos personales mediante
un primer contacto, luego del cual, de no haberse logrado obtener el consentimiento, no
es licito realizar un nuevo contacto o tratamiento de datos personales.

Para el primer contacto, los datos personales pueden haber sido obtenidos de fuentes
accesibles al publico, en dicho supuesto, el responsable del tratamiento de datos
personales debe estar en condiciones de informar, en el primer contacto y a requerimiento
del estudiante, la fuente de recopilacion de los datos personales.

En todos los casos, el estudiante tiene derecho de negarse, revocar u oponerse al
tratamiento de sus datos personales para fines de publicidad y prospeccién comercial,
para lo cual el responsable del tratamiento debe brindar un medio sencillo y gratuito para
tramitar dicha solicitud, la cual se debe atender dentro del plazo maximo de diez (10) dias.
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TiTULO VII. DE LA FINALIDAD DE DATOS PERSONALES Y COMUNICACIONES

Articulo 29. Finalidad de recopilacién de datos personales
La recopilacién de datos personales se realiza para las siguientes finalidades:

a) Admision: Identificacion de posibles discapacidades.

b) Matricula: Cumplimiento de obligaciones educativas y econémicas.

¢) Reclamaciones: Cumplimiento del codigo de proteccion y defensa del consumidor.

d) Tutoria: Cumplimiento de la labor del docente tutor (incluye la evaluacién de su
situacion socioeconémica).

e) Responsabilidad Social/lnvestigacion: Participacién en proyectos e invitacion a
talleres, charlas, eventos informativos, etc.

f) Empleabilidad: Gestion de las practicas pre profesionales y profesionales.

g) Vigilancia: Control de accesos y medidas de seguridad.

h) Movilidad. Participacién en intercambio estudiantil nacional o internacional en otras
entidades con quienes se haya suscrito un convenio.

i) Ensefianza — Aprendizaje: Proceso de Gestién Académica.

J)  Promocién/Marketing: Difusién de acontecimientos o eventos en la pagina oficial de
la UNIFSLB, banners en la UNIFSLB y/o las redes sociales de la UNIFSLB a través
de imagenes o grabaciones de video.

k) Comunicacién: Comunicacién a instituciones de forma oficial que van a ser
visitadas por los estudiantes en actividades de practicas de campo, congresos u
otros.

) Contacto: Mantenimiento de contacto con la red de egresados y graduados.

m) Prestacién de servicios provistos por la universidad: Servicios culturales,

deportivos, etc.

Articulo 30. Comunicaciones entre docentes y estudiantes
Las comunicaciones deben realizarse dentro de las instalaciones del ambito académico
(presenciales) o a través de las plataformas virtuales dispuestas por la UNIFSLB, y no
llevarse a cabo a través de aplicaciones de mensajeria instantanea, salvo excepciones,

bajo la responsabilidad de los docentes.
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TiTULO VIII. DE LAS PUBLICACIONES DE LOS DATOS PERSONALES

Articulo 31. Publicacién de datos personales

En el ejercicio de la funcién que tiene asignada la UNIFSLB, esta publica y brinda

informacién personal derivada de acciones que le faculta la Ley Universitaria.

Articulo 32. Publicacién de estudiantes ingresantes
La UNIFSLB a través de su pagina web oficial o a través de paneles publicitarios al interior
. de la universidad, puede publicar el listado final de estudiantes ingresantes del Examen
de Admision.
Cuando ya no sean necesarios estos listados, se retiran, sin perjuicio de su conservacion
por la UNIFSLB a fin de atender a las reclamaciones que pudieran plantearse.

Articulo 33. Publicacién de resultados de las evaluaciones
Las calificaciones de los estudiantes de la UNIFSLB se facilitan a los propios estudiantes

en el entorno de la clase. Asimismo, se pueden utilizar plataformas virtuales (Intranet), las

institucional (usuario).

Articulo 34. Publicacién de listados
. La UNIFSLB publica listados en lugares visibles destinados para la inscripciéon o
participacion en proyectos de responsabilidad social y/o investigacion, actividades de

talleres, eventos y capacitaciones, durante un tiempo razonable para permitir el

|
|
cuales son accesibles a través de contrasefias personales y su correo electrénico
conocimiento de los interesados.

“La reproduccion total o parcial de este documento, constituye un “DOCUMENTO NO CONTROLADO”



Gestion de Organizaciones Educativas y Calidad — SGOE y SGC

REGLAMENTO DE PROTECCION Y TRANSPARENCIA DE

OTROS DOCUMENTOS: DATOS

Cédigo: E2.1-0OD-07 Version: 01 Fecha: 00/00/2025 | P&gina: 26 de 29

TiTULO IX. DEL ACCESO A LA INFORMACION DE LOS ESTUDIANTES

Articulo 35. Acceso a los datos personales por docentes
Los docentes pueden tener acceso a los expedientes académicos de los estudiantes a los
que imparte curso, no esta justificado acceder a los expedientes de los demas estudiantes
de la UNIFSLB, salvo se requieran para el cumplimiento de funciones como responsables
de proceso o autoridades de la UNIFSLB.

. Articulo 36. Acceso a los datos relacionados con la salud
Los docentes pueden tener acceso a la informacion de salud de los estudiantes que sea
necesaria para el desarrollo de actividades lectivas y no lectivas, o para garantizar el
adecuado cuidado del estudiante, caso de las enfermedades crénicas, discapacidades

fisicas o mentales, trastornos de atencién entre otros.

Articulo 37. Acceso a los datos personales por padres

Los padres como sujetos que ostentan la patria potestad o los tutores, entre cuyas

obligaciones esté la educacion y formacién integral, tienen acceso a la informacion sobre

el ausentismo a clases de sus hijos y de su rendimiento académico. Nunca a otros

familiares, salvo constancia de autorizacion.

Si son mayores de edad, los padres seran informados del ausentismo del estudiante, si
‘ estos son responsables de sus gastos educativos o de alimentacion, al existir un interés

legitimo derivado de su manutencién.

En caso de padres separados, ambos reciben la misma informacién sobre las

circunstancias académicas del estudiante: salvo que exista una resolucion judicial

conocida por la UNIFSLB donde se establece la privacion de la patria potestad de alguno

de los progenitores o algun tipo de medida de prohibicién de comunicacion.
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TiTULO X. DE LA CANCELACION DE LOS DATOS

Articulo 38. Conservacion de datos

Los datos personales de los estudiantes de la UNIFSLB se conservan por el tiempo
estrictamente necesario para las finalidades establecidas y para hacer frente a las
responsabilidades que se pudieran derivar de su tratamiento, luego de ello procede a su

cancelacion.

Articulo 39. Supresion o Cancelacion de datos personales
La cancelacion implica el cese en el tratamiento de los datos personales a partir de un
blogueo de los mismos y su posterior eliminacién.
La UNIFSLB debe utilizar los medios que aseguren que no puedan acceder a los datos
terceros no autorizados.
La UNIFSLB o responsable del tratamiento debe documentar ante el estudiante haber
cumplido con lo solicitado e indicar las transferencias de los datos suprimidos,
identificando a quién o a quiénes fueron transferidos, asi como la comunicacién de la
supresion correspondiente.
La supresion no procede cuando los datos personales deban ser conservados en virtud
de razones histdricas, estadisticas o cientificas de acuerdo con la legislacién aplicable o,
en su caso, en las relaciones contractuales entre el responsable y el estudiante, que

justifiquen el tratamiento de los mismos.

Articulo 40. Datos académicos
Los examenes de los estudiantes no deben mantenerse mas alla de la finalizacién del
periodo de reclamaciones.
Los datos contenidos en los expedientes académicos deben ser remitidos a la Oficina de
Registros y Asuntos Académicos para su conservacion, ya que pueden ser solicitados por

los estudiantes, posterior a la finalizacion de sus estudios.

“La reproduccion total o parcial de este documento, constituye un “DOCUMENTO NO CONTROLADO”




Gestion de Organizaciones Educativas y Calidad - SGOE y SGC

OTROS DOCUMENTOS- REGLAMENTO DE PROTE%%;)SN Y TRANSPARENCIA DE

Caédigo: E2.1-OD-07 Version: 01 Fecha: 00/00/2025 | P4agina: 28 de 29

TiTULO XI. DE LA DIFUSION Y CAPACITACION

Articulo 41. Difusion

La UNIFSLB difunde el presente reglamento, asi como los documentos que aprueben y
tengan por finalidad garantizar el adecuado tratamiento de los datos personales de los
estudiantes, la recoleccién de datos personales, atencion de los derechos de los

estudiantes, las medidas técnicas de seguridad y organizacion de la informacién en el
manejo de datos y bancos de datos personales.

Articulo 42. Capacitacion
Los Coordinadores de facultad en coordinacién con las unidades organicas o areas de la
UNIFSLB, pueden brindar la capacitacién a los estudiantes de la UNIFSLB y al personal

en general sobre la proteccion de datos personales y el efectivo cumplimiento del presente
reglamento.
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TiTULO XIl. DISPOSICIONES COMPLEMENTARIAS

Articulo 43. Disposiciones complementarias

Los casos no previstos en el presente Reglamento seran resueltos en primera instancia
por el Coordinador de facultad correspondiente Yy, en segunda instancia por el presidente
de la universidad.

Para cualquier duda relacionada con el presente reglamento o la solicitud de algun
derecho descrito en el titulo IV del presente documento, lo deben realizar a través de la
Oficina de Gestion de la Calidad de la UNIFSLB.
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